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The SEC adopted Regulation S-P and the privacy rules promulgated under section 504 of the 
Gramm- Leach- Bliley Act (“GLBA”). Under GLBA, a financial institution must provide its customers 
with a notice of its privacy policies and practices and must not disclose nonpublic personal information 
about a consumer to nonaffiliated third parties unless the institution provides certain information to the 
consumer and the consumer has not elected to opt out of the disclosure. GLBA also requires the SEC to 
establish appropriate standards for financial institutions to protect customer information. The final 
rules implement these requirements of GLBA with respect to investment advisers registered with the 
SEC, brokers, dealers, and investment companies, the financial institutions subject to the SEC’s 
jurisdiction under GLBA. 

Regulation S-P requires registered investment companies to adopt written policies and procedures to 
protect "nonpublic personal information" about consumers, and to provide customers, no later than 
the time a customer relationship is established, a clear and conspicuous notice that reflects: (i) the 
policies and procedures adopted by the Funds to protect nonpublic personal information; (ii) the 
conditions under which nonpublic personal information about consumers will be disclosed to 
nonaffiliated third parties; and (iii) the methods available to consumers to prevent the sharing of such 
information with nonaffiliated third parties.  

Regulation S-P applies only non-public personal information about individuals (i.e., natural persons) 
who obtain financial products and services primarily for personal, family or household purposes. 
Regulation S-P does not apply to information about companies or about individuals who obtain 
financial products or services primarily for business, commercial or agricultural purposes. 

Consumers and Customers Under Regulation S-P, a “consumer” is an individual who provides 
nonpublic personal information when seeking to obtain a financial product, even if that financial product 
is ultimately not obtained. Regulation S-P restricts SEC-regulated companies from sharing with an 
unaffiliated third party any nonpublic personal information received from a consumer. “Customers” are 
consumers who have a continuing relationship with any SEC-regulated company. Regulation S-P 
imposes restrictions on the sharing of a customer’s nonpublic personal information as discussed below. 

Regulation S-P contains two important exceptions to the “customer” definition which are applicable to 
the Fund. First, Regulation S-P does not restrict the sharing of information with respect to institutional 
clients of a financial institution, nor does it require that a notice of such institution’s Privacy Principles be 
provided to such clients. Second, and most important to the Fund, Regulation S-P makes clear that if the 
record owner of shares of a fund is a broker-dealer and not the ultimate shareholder, then that shareholder 
is a customer of the broker-dealer and not of the Fund. 

Nonpublic Personal Information. Regulation S-P defines “nonpublic personal information” to include: 
(i) information supplied by a consumer in order to obtain a financial product (e.g., information on 
an application), (ii) information that results from a customer’s transactions (e.g., account balances, 
securities positions or whether an individual is a customer), and (iii) information obtained in 
connection with providing a financial product or service (e.g., information from an outside source 
to verify consumer information or information collected through Internet “cookies”). 

Personally identifiable financial information means any information: (i) the consumer provides to a 
fund to obtain financial products or services, (ii) about the consumer resulting from a transaction 
between the consumer and a fund, or (iii) that a fund otherwise obtains from the consumer in connection 
with providing financial products or services to the consumer. Such information may include 
information provided on an account application, account balances and transaction information, the fact 
that the consumer is or has been a customer of a fund, information relating to services performed for or 
transactions entered into on behalf 



of customers, and information from consumer reports and any data, list or analyses derived from such 
nonpublic personal information. 

Privacy Notices: The Trust will provide each consumer with an initial notice of the Funds’ privacy policy 
at the time a Prospectus is delivered, or an account is established, whichever is later. The Trust shall also 
provide each shareholder with a new notice of the Funds’ current privacy policy at least annually. This 
notice may be included in or delivered with a Funds’ updated Prospectus or Annual Shareholder Report. 
The initial notice may be delivered within a reasonable period of time if an unaffiliated broker/dealer or 
investment adviser establishes a customer relationship between a fund and a consumer without the fund's 
prior knowledge. If, at any time, the Trust adopts material changes to its privacy policy, the Trust shall 
provide each shareholder with a revised notice reflecting the new privacy policies. The Funds’ CCO is 
responsible for ensuring that required notices are distributed to consumers and customers. If the Trust 
maintains a website, the privacy policy and the notice will be posted to the site. The Administrator will 
ensure that the selected method of posting the Funds’ privacy notice, whether it be via the Prospectus or 
annual or semi-annual report, be implemented as often as is required under the rule. 

Opt Out. The Trust must provide a right to "opt out" if the fund reserves the right to disclose nonpublic 
personal information about the consumer to unaffiliated third parties, unless (i) the unaffiliated third party 
is performing servicing or marketing services for the fund, (ii) the consumer consents to the disclosure; or 
(iii) the disclosure is permitted or required by law.

Disposal of Information. A Trust that possesses consumer report information for business purposes are 
required to properly dispose of the information by taking reasonable measures to protect against 
unauthorized access to or use of the information in connection with its disposal. “Consumer Report 
Information” means any record about an individual (e.g., name, social security number, phone number, 
email address, etc.), whether in paper, electronic or other form, that is a consumer report or is derived from 
a consumer report. The definition includes a compilation of such records but does not include information 
that does not identify individuals, such as aggregate information or blind data. “Consumer Report” is 
defined in the Fair Credit Reporting Act (“FCRA”), but generally means information from a consumer 
reporting agency bearing on a consumer’s creditworthiness, credit standing, reputation, etc., which is used 
for the purpose of establishing eligibility for credit, insurance or employment or used for other purposes 
permitted under the FCRA. A fund is not required to ensure perfect destruction of consumer report 
information. Rather, funds are required to take “reasonable measures” to protect against unauthorized 
access to or use of the information in connection with its disposal. The rule release states that this means 
that the SEC expects funding devising disposal methods to consider the sensitivity of the consumer report 
information, the nature and size of the entity’s operations, the costs and benefits of different disposal 
methods and relevant technological changes. The SEC also notes that “reasonable measures” are very likely 
to require elements such as the establishment of policies and procedures governing disposal, as well as 
appropriate employee training. 

Security of Client Information: The Funds’ officers and employees, as well as the employees of the Adviser. 
Administrator, Transfer Agent, Custodian, and Distributor (collectively, "Fund Personnel") are prohibited, 
during or after termination of their employment, from disclosing nonpublic personal information to any 
person or entity outside the Fund, except under the circumstances described above. Fund Personnel are 
permitted to disclose nonpublic personal information only to such other Fund Personnel who need to have 
access to such information to deliver services to the client. All electronic or computer files containing such 
information shall be password secured and firewall protected from access by unauthorized persons. Any 
conversations involving nonpublic personal information, if appropriate at all, must be conducted by Fund 
Personnel in private, and care must be taken to avoid any unauthorized persons overhearing or intercepting 
such conversations. 



Privacy Principles of the Funds 

While the Funds may have “consumers” or “customers” as defined under Regulation S-P, the Fund’s 
Privacy Principles reflect the fact that neither the Funds nor the Adviser currently share any nonpublic 
personal information that it obtains about those individuals with any unaffiliated third parties, except in 
connection with the servicing of an individual’s account (e.g., providing information to a transfer agent or 
third- party administrator). 

Regulation S-P requires disclosure of the Funds’ Privacy Principles to certain shareholders of record that 
are “customers” of the Fund. In situations where disclosure of personal, nonpublic information is to be 
limited, such as in the case of the Fund, disclosure to customers should include: 

�x The categories of nonpublic personal information collected;

�x The fact that nonpublic personal information will not be disclosed to affiliates or non-affiliated
third parties, except as authorized by Regulation S-P; and

�x The policies and practices used to protect the confidentiality and security of nonpublic information.

In accordance with the above requirements of Regulation S-P, customers of the Funds must be provided 
with disclosure in the form attached as Exhibit F at (i) at the time they become “customers” of the Fund; 
and (ii) at least annually thereafter. To ensure compliance with Regulation S-P, the required disclosure will 
be made in each Fund’s annual report or annual prospectus. 

Privacy Principles of the Trust for Shareholders 

The Trust is committed to maintaining the privacy of shareholders and to safeguarding its nonpublic 
personal information. The following information is provided to help you understand what personal 
information the Funds’ collect, how we protect that information, and why, in certain cases” we may share 
information with select other parties. 

Generally, the Funds do not receive any nonpublic personal information relating to its shareholders, 
although certain nonpublic personal information of its shareholders may become available to the Funds. 
The Funds do not disclose any nonpublic personal information about its shareholders or former shareholders 
to anyone, except as permitted by law or as necessary in order to service shareholder accounts (for example, 
to a transfer agent or third-party administrator). 

The Funds restrict access to nonpublic personal information about the shareholders to Destra Capital 
Advisors, LLC employees with legitimate business need for the information. The Funds maintain physical, 
electronic, and procedural safeguards designed to protect the nonpublic personal information of its 
shareholders. 

Adopted: May 25, 2022 
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